*08/12/2014*

* *We noticed on the "1 to 1 Digital Learning Assurance Agreement" there is a place under "Contact Information" and "Required Signatures" that includes school name and principal signature. Are we required to complete the "1:1 Digital Learning Assurance Agreement" for every school?*

Completing one form for your district leaving school and principal signature blank is fine and may be the preferred method of submission. In this case, we would like the narrative to give some detail about what the 1:1 initiative looks like across schools. The narrative section will be shorter if a uniform deployment, but longer if variability exist across schools. If variability is great across schools, districts could elect to fill out a form for each school, whereby the school would be listed with a principal signature. Depends on district approach. Either is fine for the ARI purpose.

* *Are we required to submit the Next Generation Classroom Assurance Agreement for every school?*

Yes, for all locations receiving a MondoPad unit, please submit by September 1st.

* On the 1 to 1 Assurance Agreement it stated that the agreement must be submitted before reimbursements can be completed*. What about the $7,000 for devices that was part of the Next Generation Classroom Assurance Agreement? Will the Next Generation Classroom Agreement need to be submitted before the $7,000 can be spent on devices?*

The Next Generation Assurance Agreement is to be submitted by September 1st. The $7,000 may be spent before submission of the assurance, but it is strongly preferred to turn in prior to the reimbursement because of the need for documentation and compliance for USDE(United States Department of Education). Districts can submit invoices that include both the 1 to 1 device expenditures and the $7,000 next generation device expenditures simultaneously or separately depending on efficiency and expediency for their needs. Our goal is to get digital devices in the hands of students as quickly as possible. We may have to combine steps in some cases, so that we do not delay access to critical resources. We are all working toward the same goal and know that our collective focus is on increasing access and improving high quality personalized learning opportunities for students in our districts.

08/19/14

* *We received MacBook Airs from our ARI liaison and presented them to our district’s Next Generation Teacher Academy participants. Our teacher and the building technology coordinator cannot access the computer because they do not have the teacher username and password. Our technology coordinator cannot make needed changes, so the computer can access the local network without a username and password. What is the username and password?*

Building or District Technology Coordinators use the following:

 Username: *tech*

 Password: *aritech*

Teachers use the following:

 Username: *teacher*

 Password: *ari*

Once access is gained, feel free to change passwords for convenience.

* *My district technology coordinator told me there is a problem with active directory in the KETS network that is preventing them from setting up user accounts with our Next Generation Academy’s MacBook Air we just received. What do we do?*

The MacBook Air does not have to use the active directory. Active directory allows technicians to create user accounts that teachers and students can use regardless of what machine they login with. If the MacBook is not bound to active directory it cannot be used in this way. Since the laptop will only be used by the teacher who received it, binding to active directory is not a necessity, just allowing access to the school’s wireless network. Technology coordinators can give access to the school’s wireless network, so teachers can use while at school and switch networks when at home or at Next Generation Academy meetings. The problem with active directory is known and KETS Engineers are working to resolve the problem. See email notification of this progress sent out Friday, August 15th.

*KIDS staff continue to work on several AD related issues with representatives from Apple and Microsoft. Todd Wellman is onsite in Frankfort again today and we’ll be working with representatives from Microsoft to identify root cause of the issues which are:*

* *Authentication on Apple devices that use BIND for network connectivity.*
* *Provisioning delays for password resets and account creation in O365.*
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